|  |  |
| --- | --- |
| LES 10 RÈGLES POUR L’UTILISATION DES SYSTEMES INDUSTRIELS  1 - Verrouiller ou fermer les sessions lorsque vous quittez une station ou un écran tactile.  2 - Ne pas « prêter » ses identifiants / mot de passe.  3 - Ne pas connecter d’équipements externes non contrôlés et non prévus pour la maintenance sur les équipements du SI INDUS.  4 - Utiliser les SAS ANTIVIRUS pour importer ou exporter des données depuis ou vers l’extérieur.  5 - Limiter les connexions des consoles de programmation et de maintenance sur d’autres réseaux que ceux des SI INDUS. L’idéal est de dédier un matériel de maintenance à un SYSTEME.  6 - Ne pas conserver de données sur les stations et consoles de programmation qui sont dédiées à des systèmes extérieurs à la base.  7 - Refermer à clés les armoires PLC (Programmable Logic Controler), compartiments courants faibles et baies de brassage après les interventions et ranger les clefs dans le tableau prévu à cet effet.  8 - Ne pas redémarrer un équipement défaillant (station SCADA, OP, PLC…) sans l’intervention d’un spécialiste.  9 - Ne pas connecter d’équipement non sûr sur le réseau SCADA.  10 - Signaler toute situation anormale au responsable d’exploitation du SI et à l’OSSI du SID Atlantique à l’adresse suivante :  Point de contact : sid-atlantique.cssi.fct@intradef.gouv.fr  sid-atlantique.cyber.fct@intradef.gouv.fr | **CETTE LISTE DE REGLES EST A AFFICHER DANS LES CENTRES D’EXPLOITATION ET DANS TOUTES LES ZONES OU SONT PRESENTS DES SCADA OU DES AUTOMATES** |
| **EN CAS DE DOUTE S’ADRESSER A SON RESPONSABLE HIERARCHIQUE OU L’OSSI DE L’ESID Brest** |
|  |  |